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OPERATIONAL SECURITY BRIEFING SHEET 

FOR NEWLY ARRIVED PERSONNEL 
 

1.  All newly reporting personnel are required to receive an Operational Security (OPSEC) briefing on their reporting date.  This briefing is intended to 
familiarize personnel with the Essential Elements of Friendly Information (EEFIs) which must be protected from disclosure, vulnerabilities likely to be 
encountered during the individual's tour of duty and measures/procedures to prevent compromises in OPSEC. 
  
  
  
2.  I have read and understand the purpose of the EEFIs contained herein and have been briefed on the following areas: 
  
 a.  Definition of OPSEC and how it differs from other security programs. 
  
 b.  Inherent dangers of using unsecured means of communications in both wartime and peacetime environments. 
  
 c.  My responsibilities regarding OPSEC. 
  
 d.  Significance of unclassified information to OPSEC. 
  
 e.  Hostile intelligence threats to operations. 
  
 f.  Specific OPSEC considerations and vulnerabilities associated with my assignment to FRCSW. 
  
 g.  History of OPSEC and recent “Lessons Learned.” 
  
  
  
3.  I have been informed of the OPSEC vulnerabilities associated with the use of standard telephones/cell phones and STU-IIIs when operated in the 
unsecured mode.  I have been briefed on the telephone Line Monitoring Program and understand that my use of any command telephone constitutes 
permission to monitor my conversations from these lines.
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